
MISP Project is a completely open collaborative effort to support analysts and organisations in all efforts related 
to information sharing and threat intelligence.
The project includes a range of open source software, composed of a threat intelligence
platform with sharing capabilities, expansion modules, advanced API capabilities and situational awareness tools.
It also includes a comprehensive intelligence library and knowledge base acting as reference material for 
common taxonomies and classifications, threat-actors, complex intelligence models and common false-positive warning libraries.
Furthermore, the project encompasses a set of open standards, of which the 
reference implementation is MISP itself, designed to be freely reused by communities  developing their own software and tools.
In addition, the MISP project releases a set of best practises that can be used as guidelines meant 
to support closed, semi-open and open sharing communities.
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https://www.misp-project.org/
https://www.misp-project.org/taxonomies.html
https://www.misp-project.org/galaxy.html
https://github.com/MISP/misp-noticelist
https://github.com/MISP/misp-warninglists/
https://github.com/MISP/MISP
https://github.com/MISP/misp-modules
https://github.com/MISP/PyMISP
https://github.com/MISP/misp-dashboard
https://www.misp-project.org/feeds/
https://www.misp-project.org/compliance/
https://www.circl.lu/services/misp-training-materials/
https://www.x-isac.org/
https://github.com/MISP/misp-rfc
https://www.misp-project.org/objects.html

